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SASE

● SASE - Secure access service edge, or SASE (pronounced “sassy”)
Gartner first described in the August 2019 report The Future of Network Security

SASE identifikuje užívateľov a zariadenia, aplikuje bezpečnosť založenú na politike a poskytuje
bezpečný prístup k príslušnej aplikácii a údajom. Tento prístup umožňuje uplatňovať
zabezpečený prístup bez ohľadu na to, kde sa ich používatelia, aplikácie alebo zariadenia
nachádzajú.

SASE obsahuje:
● Access/SES - secures access to the web, cloud services and private applications regardless 

of the location of the user or the device
● SD WAN - products replace traditional branch routers. They provide dynamic path 

selection
● ADEM - Endpoint monitoring, Synthetic monitoring, Real user traffic monitoring 
● ZTNA - connect Prisma Access to your organization's private apps simply and securely.
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Prisma 
ACCESS/SD WAN



SECURING TRAFFIC TO THE INTERNET
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PRISMA ACCESS FOR USERS - USER-ID REDISTRIBUTION

Redistribution is required when 
next-generation firewall policy at 
locations outside of Prisma 
Access, such as data center edge, 
use User-ID.

The next-generation firewall at 
the edge of the data center might 
use user or group information to 
define policies that control access 
to data and applications. 

High-fidelity sources of User-ID, 
such as Prisma Access, are 
essential when using a Zero Trust 
policy because the IP-to-user 
mappings need to be in place 
before any inbound traffic from 
the user reaches the firewall
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Autonomous Digital Experience 
Management

Delivering better digital experiences 
powered by SASE
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What is Digital Experience Monitoring (DEM)?
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Endpoint monitoring

● PC, Mac, etc
● CPU, memory, disk, battery
● Wifi and local connectivity

Synthetic monitoring

● Regular tests from source to destination
● Establishes performance baseline
● Collects info about assets IT doesn’t own

Real user traffic monitoring

● Actual user traffic
● Challenging to collect from everywhere

Gartner 2020 Market Guide to Digital Experience Monitoring



See User Experience at Scale
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Have a constant read on the pulse of digital user 
experience.



Solve Remote Worker IT Problems Fast
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ZTNA 2.0 vs VPN
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Prisma Access: 
Delivering on the 
Vision of ZTNA 2.0
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Competitive
SWG, CASB, sec Proxy, …



Map of Prisma Access Locations
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